PROTECTING THE PUBLIC SECTOR
Ensure Your Constituents & Staff Have Modern Identity Protection To Counter Today's Cyber Threats

Sontiq has decades of experience, a product built on trust with a clean compliance history, and the agility and flexibility to respond to industry trends — enabling us to deliver best-in-class protection against identity and cyber risks.

For more than 40 years, we've built a community unified by our collective mission: to make a difference in the lives of our members — the people who safeguard their identities every day with our Intelligent Identity Security platform and IdentityForce, a TransUnion brand.

SONTIQ FOR THE PUBLIC SECTOR

Sontiq enables public sector agencies and organizations to safeguard their staff and constituents with holistic, highly effective identity protection and breach response. Since 1995, we have delivered identity theft protection to millions of government employees and constituents whose personal information has been put at risk from data breaches.

Whether you are providing benefits to help citizens or protecting borrowers in a government loan program, Sontiq can deliver the digital safety and security solutions that fit that mission and your budget. Help your constituents reach their goals and earn their trust as a valuable partner by delivering the modern identity protection they need.

TRUSTED GOVERNMENT VENDOR

We have held a U.S. General Services Administration (GSA) contract since 1995 and were originally awarded a Blanket Purchase Agreement (BPA) for credit monitoring services in 2006. In 2015, when the U.S. Office of Personnel Management (OPM) experienced a data breach, the GSA also awarded IdentityForce a Blanket Purchase Agreement and Tier One status. Among the organizations that trust us are:

[List of logos representing various government agencies]
INTELLIGENT IDENTITY SECURITY

In today’s digital world, we rely on data more than ever — sharing personal information in numerous transactions and exchanges every day. This torrent of data sharing generates countless new opportunities for cybercriminals to access and misuse identity information, endangering the victim’s financial well-being, credit and employment prospects.

Avoiding these modern threats requires a modern approach: one that is proactive, hyper-personalized, holistic and empowers individuals to make smarter decisions. We call that approach Intelligent Identity Security.

HERE’S HOW WE PROTECT THE IDENTITIES OF YOUR CONSTITUENTS

- **BreachIQ™ Dynamic Identity Safety Score** | Hyper-personalized identity safety intelligence details a user’s individual risk level. They’ll see how a particular data breach impacts them personally, as well as the specific steps they can take to respond.

- **Mobile Device Security** | Mobile Attack Control™ alerts users to an array of threats, including rogue apps, spyware, unsecured Wi-Fi connections and fake/spoofed networks. In addition, the Secure My Network VPN encrypts all data shared via Wi-Fi to hide sensitive information from attackers.

- **Dark Web Monitoring** | Sontiq scans the Dark Web, black-market chat rooms and other online forums dealing in stolen data to detect if your credit card details, passwords and personal information are being sold or traded.

- **Dark Web Domain Scan** | An on-demand Dark Web scan by public sector email domain that returns a report identifying employee email addresses under the domain that have been compromised and identified on the Dark Web.

- **Bank, Credit Card and Investment Account Activity Alerts** | Users stay informed and in control with smart notifications that alert them when a charge, withdrawal or balance transfer exceeds a dollar amount they set. This one location helps users quickly spot fraudulent activity in their multiple accounts.

- **Social Media Identity Monitoring** | Tracks a user’s Facebook, Twitter, YouTube and Instagram accounts for inappropriate activity and posts that could be categorized as violent, profane, discriminatory or cyberbullying — which is vital to help keep a user’s children protected.

- **White-glove Dedicated Identity Restoration** | Sontiq’s identity specialists are available 24/7 to help users if the worst does happen. The U.S.-based team can save users hundreds of hours by filling out any paperwork, making the necessary calls and doing the heavy lifting needed to restore a compromised identity.

- **Up to $5 Million in Identity Theft Insurance** | Identity theft is emotionally taxing, costly and time-consuming. Identity theft insurance ensures users recover certain out-of-pocket expenses and lost wages if their identity is stolen.

* Depending on your specific Sontiq membership plan, the amount of your insurance coverage may vary.

Easily submit a case in real-time of suspected fraud to Sontiq’s U.S.-based resolution team to initiate review and kick-off our best-in-class, white-glove resolution process.

After engaging with our members, we ask them how well we served them. It is not uncommon for us to receive a perfect 10. If we don’t score 10 out of 10, we find out how we can serve them better next time.

CONTACT US | government@sontiq.com
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ABOUT SONTIQ

Sontiq, a TransUnion company, is an intelligent identity security company arming businesses and consumers with a full range of award-winning identity and cyber monitoring solutions, as well as best-in-class restoration and response offerings. Sontiq products empower millions of customers and organizations to be less vulnerable to the financial and emotional consequences of identity theft and cybercrimes. Sontiq has an outstanding track record for delivering high-touch support and fraud remediation services, demonstrated through its 99% customer satisfaction ratings. https://www.sontiq.com
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